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Identification and Handling of Confidential 
Information 

This policy is aimed at Fellows, Staff and Students using College information. 
 
Policy Abstract: Some information created by the College is sensitive and should be kept 
confidential. In the case of personal data this is a legal requirement under the Data 
Protection Act 1998 and the College could now face substantial financial penalties for not 
taking all reasonable steps to ensure confidentiality. 
 
In other cases the College’s interests could be damaged by disclosure. This policy sets out 
the College’s requirements for the secure handling of confidential information. 
 

Classes of information to be treated as confidential: 

 

 Personal data about identifiable living individuals. 

 Reserved minutes of official College bodies. 

 Information that may be of commercial value to the College. 

 Legal or professional advice received by the College. 

 Information about security measures and the location of critical services. 

 Information provided in confidence to the College either in writing or orally.  
 

Working with confidential information 

Confidential information should be securely marked as such and distributed appropriately. 
Serious consideration should be given to who receives the confidential information and 
what the justification is for its distribution in the first place. 
 
Confidential information should not be left unattended and unlocked. 
 
Computers should be locked when unattended to prevent unauthorised access to College 
systems. 
 
Computer system passwords should not be disclosed to anyone. 
 
Photocopiers  and  shared  printers  should  be  used  with  care. Do  not  store  scanned  
documents in the shared copier folders or leave papers in copiers or printers. 
 
Avoid working on sensitive information in public places where you can be easily overlooked 
or where there could be a risk of accidental loss or theft. 
Do  not  discuss  the  contents  of  confidential  documents  with  colleagues  in  an  open 
environment. 
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Information  should  not  be  taken  out  of  College  without  the  consent  of  the  Head  
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guarantee rights to free speech of participants and to ensure that advice contained in 
them is given honestly and frankly. 

 
Examples include but are not limited to minutes and associated papers of Council, Society, 
Staff Committee, Buildings Committee and working parties. Also includes papers of 
College groups set up to oversee important projects. 
 
3. Information that may be of commercial value to the College. Disclosure may affect the 

commercial competitiveness of the College and put it at a disadvantage against 
organisations offering similar services. Examples could include information relating to 
conferences, large building projects, contacts with potential donors, alumni relations, 
events and meetings, procurements and some salary information. 

 
4. Legal or professional advice received by the College. It is in the College’s interests 

that the advisors that we employ can speak freely and give honest opinions. Advice 
given in this category might include solicitors, property agents, architects, auditors, 
investment advisors, accountancy services, tenders, contracts and formal contact with 
contractors and other providers of specialist services. 

 

5. Information about security measures and the location of critical services. 
Confidentiality should be maintained to mitigate risk to College property and 
individuals on the premises. Examples may include exact CCTV camera locations, 
insurance details, details of deliveries and site meetings for building contracts. Also 
includes precise details of wine, silver and works of art, books and manuscripts stored 
by the College and their exact location, along with supply points for water, electricity, 
gas, oil and the IT and telephone networks 

 
 
6. Information provided in confidence to the College either in writing or orally. The 

College needs to obtain correct and honest information in order to make accurate 
operational decisions. This information may not be in a structured form and may well 
be delivered orally. All types of information will be treated carefully so that people 
supplying the information understand that their privacy will be respected. Examples 
might include information about individual financial circumstances, information 
provided to directors of studies by students and information provided to managers and 
the HR Manager by staff. 

 
 

Appendix B 

 

Privacy of users and investigations of accounts 

 
Although it will take all reasonable measures to respect the privacy of system users, the 
College can accept no responsibility for maintaining confidentiality of personal or other 
information not related to its business held on its systems. Users are advised to keep such 
information to an absolute minimum.
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visiting or using the College facilities or systems is taking place then the College will keep 
subjects informed that this is happening. 
 
The College routinely monitors and collects information on access to its premises and the 
use of many of its IT systems. For example data is collected via the College CCTV system 
to help prevent theft and ensure the security of the College community and buildings, 
through third party companies for monitoring possible abuse of the mobile phone system, 
and through its network monitoring systems to catch any unusual network activity. 
 
 

Appendix C 

 
Legislation that may affect this policy The Data Protection Act 1998 
Privacy and Electronic Communications (EC Directive) Regulations 2003 
The Freedom of Information Act 2000 
The Environmental Information Regulations 2004 
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